|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| №  п/п | Виды риска (ущерба) и возможные негативные последствия | Виды актуального нарушителя | Категория нарушителя | Уровень возможностей нарушителя |
| 1 | У1:  унижение достоинства личности;  нарушение  неприкосновенности частной жизни;  нарушение тайны  переписки, телефонных переговоров, иных сообщений;  нарушение  конфиденциальности  (утечка) персональных данных;  «травля» гражданина в сети «Интернет»; разглашение персональных данных граждан | Отдельные физические лица  (хакеры) | Внешний | Н1 |
| Авторизованные пользователи систем и сетей | Внутренний | Н1 |
| Бывшие работники (пользователи) | Внешний | Н1 |
| 2 | У2:  недополучение ожидаемой  (прогнозируемой) прибыли; необходимость  дополнительных  (незапланированных) затрат на выплаты штрафов  (неустоек) или компенсаций;  необходимость  дополнительных  (незапланированных) затрат на закупку товаров, работ  или услуг (в том числе закупка  программного обеспечения, технических средств,  вышедших из строя, замена, настройка, ремонт  указанных средств);  нарушение штатного  режима функционирования автоматизированной  системы управления и  управляемого объекта и/или процесса;  необходимость  дополнительных  (незапланированных) затрат на восстановление деятельности; | Террористические, экстремистские группировки | Внешний | Н3 |
| Преступные группы  (криминальные структуры) | Внешний | Н2 |
| Отдельные физические лица  (хакеры) | Внешний | Н2 |
| Разработчики программных, программноаппаратных средств | Внутренний | Н3 |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | потеря клиентов,  поставщиков;  потеря конкурентного преимущества;  нарушение деловой репутации;  снижение престижа; утрата доверия;  неспособность выполнения договорных обязательств;  невозможность решения задач (реализации  функций) или снижение  эффективности решения задач (реализации функций); необходимость изменения  (перестроения) внутренних процедур для достижения целей,  решения задач (реализации функций); простой информационной системы или сети;  публикация недостоверной информации на  веб-ресурсах организации; использование веб-ресурсов для распространения и  управления вредоносным программным обеспечением | Лица, обеспечивающие поставку  программных, программноаппаратных средств,  обеспечивающих систем | Внешний | Н1 |
| Поставщики вычислительных услуг, услуг связи | Внутренний | Н2 |
| Лица, обеспечивающие  функционирование систем и сетей или обеспечивающие  системы оператора  (администрация, охрана, уборщики  и т.д.) | Внутренний | Н1 |
| Авторизованные пользователи систем и сетей | Внутренний | Н1 |
| Системные администраторы и  администраторы безопасности | Внутренний | Н2 |
| Бывшие работники (пользователи) | Внешний | Н1 |
| 3 | У3:  появление негативных публикаций в  общедоступных источниках;  доступ к системам и сетям с целью незаконного использования  вычислительных мощностей | Конкурирующие организации | Внешний | Н2 |
| Лица, обеспечивающие  функционирование систем и сетей или обеспечивающие  системы оператора  (администрация, охрана, уборщики  и т.д.) | Внутренний | Н1 |